
S.B. 251: FIRST ANALYSIS WIRETAPPING: CONTROLLED SUBSTANCES 

Senate Fiscal Agency 

m 
^ | j g | ^ BILL ANALYSIS 

Lansing, Michigan 48909 (517)373-5383 

S e n a t e Bill 2 5 1 (as reported without amendment) 
Sponsor: Senator Nick Smith 
Committee: Judiciary 

Date Completed: 6-3-87 

RATIONALE 
In order to combat the steady increase of illegal drug use 
through successful investigation and prosecution of major 
suppliers and distributors, many believe that Michigan law 
should include a mechanism under which law enforcement 
officers could obtain judicial authorization to engage in 
wiretapping. Although Federal law permits Federal agents 
to obtain wiretapping authorization (18 USC 2510 et seq.), 
and the State may work in conjunction with the FBI on 
occasion, those cases typically involve only large interstate 
or international operations. The State has no separate 
authority to wiretap in the investigation of intrastate drug 
cases: while the Federal law authorizes State prosecutors 
to apply to State judges for wiretapping orders, that 
au tho r i za t i on is con t i ngen t upon a state 's pass ing 
legislation that provides for such an application and 
requires specific procedures to be adhered to in its 
approval . In addit ion to the Federal government, some 34 
states have enacted wiretapping laws, and many contend 
that Michigan should follow suit. 

CONTENT 
The bill would create a new law to permit the interception 
of wire or oral communication pursuant to judicial 
authorization in the investigation of specific drug-related 
offenses, and to do the following: 

• Permit applications for wiretapping to be authorized 
by a prosecutor to a judge, and approved by the judge 
for up to 30 days, if other investigative techniques had 
failed or would fai l or be too dangerous. 

• Permit the contents of an intercepted communication 
or evidence derived from it to be used or disclosed by 
an investigative or law enforcement officer in the 
performance of his or her duties, or to be disclosed by 
a person giving testimony. 

• Prohibit the disclosure or use of the contents of a 
communication that was wrongfully intercepted. 

• Prohibit the manufacture, possession, or sale (except 
by communication common carriers and governmental 
officials and employees), or the advertisement of 
devices primarily used for wiretapping. 

° Require that persons named in an application or order 
be given notice of the application and its approval or 
denial. 

• Allow a party to an intercepted communication, or a 
person against whom interception was directed, to 
move to suppress admission in evidence of the contents 
of the communication or evidence derived from it. 

• Require the development of a wiretapping training 
program for law enforcement officers. 

° Establ ish repor t ing requ i rements for j u d g e s , 
prosecutors, and the Attorney General, and require 
the Attorney G e n e r a l to report a n n u a l l y to the 
Legislature and the Governor. 
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© Require employees of a communication common carrier 
to report the existence of a n interception device to local 
prosecutors. 

* Create a civil cause of action for victims of a wrongful 
in te rcep t ion ; make good fa i th r e l i a n c e on an 
authorization a complete defense to civil or criminal 
liability; and create specific exceptions to liability. 

• Repeal eavesdropping provisions of the Michigan 
Penal Code. 

The Act wou ld be repealed upon the expiration of three 
years after the date of its enactment. 

Definitions 
" O r a i c o m m u n i c a t i o n " w o u l d m e a n a n y o ra l 
c o m m u n i c a t i o n u t te red by a person e x h i b i t i n g an 
expectation that the communication was not subject to 
interception under circumstances justifying the expectation. 
"Wire communication" wou ld mean any communication 
made entirely or partly through the use of facil i t ies for the 
transmission of communications by wire, cab le , or other 
like connection between the point of origin and the point 
of reception furnished or operated by a person engaged 
as a communication common carrier. "Communication 
common carrier" would mean a person engaged as a 
common carrier for hire, in communication by w i re or radio 
or in radio transmission of energy,- a person w o u l d not be 
cons ide red a c o m m u n i c a t i o n common c a r r i e r whi le 
engaged in radio broadcasting. 

"Intercept" would mean the aural acquisition of the 
contents of any wire or oral communication through the 
use of any electronic, mechan ica l , or o the r device. 
"Contents" would mean any information concerning the 
identity of the parties to an oral or wire communication or 
the existence, sudstance, purport, or meaning of the 
communication. 

Prohibited Interception/Disclosure 
Except as otherwise provided in the bill, it w o u l d be a 
felony to do or endeavor to do any of the fo l lowing: 

© Willfully intercept any wi re or oral communication, or 
procure another to do so. 

© Willfully use, or procure another to use or endeavor to 
use, any "e lect ron ic , mechan ica l , or o t h e r device" 
(defined in the bill) to intercept any oral communication 
if 1) the device were a f f ixed to , or otherwise transmitted 
a signal through, a w i re , cable, or similar connection 
used in w i re commun ica t i on ; and/or 2) t h e device 
transmitted, or interferred wi th the transmission of, radio 
communications. 

© Willfully disclose to another the contents of a w i re or oral 
communication, knowing or having reason to know that 
tne information was obtained through the prohibited 
interception of a wire or ora i communication. 
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• Willfully use the contents of a wire or oral communication, 
knowing or having reason to know that it was intercepted 
in violation of these provisions. 

These prohibitions would be subject to the fol lowing: 

• A switchboard operator or an officer, employee, or 
agent of a communicat ion common carr ier whose 
fac i l i t ies w e r e used in the t ransmiss ion of a w i r e 
communication could intercept, disclose, or use that 
communication in the normal course of employment if 
engaged in an activity that was a necessary incident to 
rendering services or protecting the rights or property of 
the carrier, unless the interception resulted from the 
carrier's use of service observing or random monitoring 
for purposes other than mechanical or service quality 
control checks. 

• An officer, employee, or agent of a communication 
common carrier could provide information, facilities, or 
t e c h n i c a l ass i s tance to an i n v e s t i g a t i v e or l a w 
enforcement officer who was authorized to intercept 
communication. 

• A person acting under "color of l aw" (the appearance 
or semblance, without the substance, of legal right) could 
intercept a wire or oral communication if he or she were 
a party to the communication or if one of the parties 
had given prior consent to the interception. 

• A person not acting under color of law could intercept 
a communication if he or she were a party to the 
c o m m u n i c a t i o n , unless the c o m m u n i c a t i o n w e r e 
intercepted for the purpose of committing any criminal 
or tortious act in violation of law or any other injurious 
act. 

(Because the bill does not specify a penalty for the 
proposed felony, it would be punishable by imprisonment 
for up to four years and/or a maximum fine of $2,000 
pursuant to MCL 750.503, which sets that penalty for a 
felony for which no other punishment is prescribed in 
statute.) 

Prohibited Manufacture/Possession/Advertisement 
Except as provided below for communication common 
carriers and governmental officers or employees, it would 
be a felony to do either of the fol lowing: 

© Manufacture, assemble, possess, or sell any electronic, 
mechanical, or other device, knowing or having reason 
to know that its design made it primarily useful for the 
surreptitious interception of wire or oral communication. 

© Advertise such a device in a publication, having such 
knowledge or reason to know of the device's design. 

• Place in a publication an advertisement that promoted 
the use of an electronic, mechanical, or other device for 
t he s u r r e p t i t i o u s i n t e r c e p t i o n o f w i r e or o r a l 
communication. 

An electronic, mechan ica l , oj- other device could be 
manu fac tu red , assembled , possessed, or so ld , w i th 
knowledge or reason to know that its design made it 
primarily useful for the surreptitious interception of wire or 
oral communication, by either of the fol lowing: 

• An officer, agent, or employee of, or a person under 
contract w i th , the United States, this State, or a political 
subdivision ( i .e. , a county, city, township, or village) of 
this State, in the normal course of the activities of the 
United States, State, or political subdivision. 

• A communication common carrier or an officer, agent, 
or employee of, or a person under contract w i th , a 
communication common carrier, in the normal course of 
the carrier's business. 

Interception Order: Controlled Substance Offenses 
A prosecutor ( i .e. , the State Attorney General or the 
principal prosecuting attorney of the county in which an 

interception was to be made, or the designee of the 
At torney General or prosecutor) could author ize an 
application to a judge of competent jurisdiction for, and 
the judge could grant in conformity with the bi l l , an order 
authorizing or approving the interception of a wire or oral 
communication by the investigative or law enforcement 
officer having responsibility for the investigation of the 
offense for which the application was made, if the 
interception could provide or had provided evidence of any 
of the following offenses: 

• The manufacture, delivery, or possession with intent to 
manufacture or deliver a controlled substance classified 
as a narcotic drug on Schedule 1 or 2 of Chapter 7 of 
the Public Heal th Code. (Those schedules include 
substances such as opium, opium derivatives, certain 
hallucinogenic substances, stimulants and depressants 
having potential for abuse, marihuana, and cocaine.) 

• The creation, delivery, or possession with intent to 
deliver, a counterfeit substance classified as a narcotic 
drug on Schedule 1 or 2. 

• The knowing or intentional possession, except pursuant 
to a va l id prescr ip t ion , of a contro l led substance 
classified as a narcotic drug on Schedule 1 or 2 in an 
amount of 50 grams or more. 

• A conspiracy to commit one of the foregoing offenses. 

("Judge of competent jurisdiction" would mean a Supreme 
Court justice, a judge of the Court of Appeals, or a circuit 
court judge.) 

Interception Order: Application 
An application for an interception order would have to be 
made in writ ing upon oath or aff irmation to a judge of 
competent jurisdiction, would have to state the applicant's 
authority to make the application, and would have to 
include the fol lowing information: 

• The identity of the investigative or law enforcement 
officer making the application, and the prosecutor 
authorizing it. 

• A complete statement of the facts and circumstances 
relied upon by the applicant to justify his or her belief 
that an order should be issued, including details as to 
the particular offense that had been, was being, or was 
about to be committed; a particular description of the 
nature and location of the facilities or place where the 
communication was to be intercepted; a particular 
description of the type of communication in question; 
and the identity, if known, of the person committing the 
o f f e n s e a n d w h o s e c o m m u n i c a t i o n w a s to be 
intercepted. 

• A complete statement as to whether other investigative 
procedures had been tried and had fa i led, or why other 
procedures reasonably appeared unlikely to succeed or 
too dangerous. 

• A s ta temen t of the pe r i od of t ime f o r w h i c h the 
interception had to be maintained. If, due to the nature 
of the investigation, the authorization for interception 
s h o u l d no t a u t o m a t i c a l l y t e r m i n a t e w h e n t h e 
communication had been first obtained, the application 
would have to describe facts establishing probable 
cause to believe that addit ional communications of the 
same type would subsequently occur. 

• A complete statement of the facts concerning all known 
p r e v i o u s a p p l i c a t i o n s m a d e t o a n y j u d g e f o r 
authorization or approval to intercept involving any of 
the same persons, facilities, or places, and the action 
taken by the judge on each appl icat ion. 

© A statement of the results thus far obtained from the 
interception, or a reasonable explanation of the failure 
to obtain results, if the application were for the extension 
of an order. 
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Applications made and orders granted under the bill would 
have to be sealed by the judge. Custody of the applications 
and orders would be wherever the judge directed. The 
applications and orders could be disclosed only upon a 
showing of good cause before a judge of competent 
jurisdiction. They would have to be retained for 10 years 
and could be destroyed only on order of the judge. 

("Investigative or law enforcement off icer" would mean 
any officer of this State or a political subdivision of the 
State empowered by law to conduct investigations of or to 
make arrests for the pertinent drug-related offenses, and 
certif ied under the proposed certification requirements.) 

Interception Order: Authorization/Duration 
Based upon f i led appl icat ion, the judge could enter an 
order authorizing or approving interception if the judge 
determined on the basis of the facts submitted by the 
applicant all of the fol lowing: 

© There was probable cause to believe that an individual 
was committ ing, had committed, or was about to 
c o m m i t , a p a r t i c u l a r substance abuse o f fense as 
described above. 

• There was probable cause to believe that particular 
communicat ions concerning the of fense wou ld be 
obtained through the interception. 

© Normal investigative procedures had been tried and had 
fai led or reasonably appeared unlikely to succeed or too 
dangerous. 

© There was probable cause to believe that the facilities 
or place where the interception was to be made were 
being or were about to be used in connection with the 
commission of the offense, or were leased to, listed in 
the name of, or commonly used by the person identifed 
as committing the offense and whose communication 
was to be intercepted. 

An interception order would have to specify all of the 
fol lowing: 

© The i d e n t i t y , i f k n o w n , o f t h e p e r s o n w h o s e 
communication was to be intercepted. 

© The nature and location of the communication facilities 
as to which, or the place where, authority to intercept 
was granted. 

• A particular description of the type of communication 
sought to be intercepted and a statement of the offense 
to which it related. 

• The identity of the agency authorized to intercept the 
c o m m u n i c a t i o n a n d the pe rson a u t h o r i z i n g t h e 
application. 

• The period of t ime during which the interception was 
authorized or approved, including a statement as to 
whether the interception would automatically terminate 
when the descr ibed communica t ion had been f i rs t 
obtained. 

An interception order could require reports to be made to 
the issuing judge showing what progress had been made 
toward achieving the authorized objective and the need 
for continued interception. 

An interception order could not authorize or approve 
interception for a period longer than necessary to achieve 
the ob|ective of the authorization or, in any event, for 
longer than 30 days. Extensions of an order could be 
granted upon application for an extension and upon the 
j udge m a k i n g the r e q u i r e d f i n d i n g s . The pe r i od of 
extension could be no longer than the judge considered 
necessary to achieve the purposes of the order or, in any 
event, longer than 30 days. 

Each order and extension would have to provide that the 
authorization to intercept would have to be executed as 
soon as practicable, conducted in such a way as to 
minimize the interception of communications not otherwise 

subject to interception under the bi l l , and terminated upon 
attainment of the authorized objective or, in any event, in 
30 days. 

Further, upon request of the applicant, an interception 
order wou ld have to direct that a communication common 
carrier, landlord, custodian, or other person immediately 
furnish the applicant with al l information, faci l i t ies, and 
t e c h n i c a l ass is tance n e c e s s a r y to a c c o m p l i s h the 
i n t e r cep t i on unobt rus ive ly a n d wi th a m i n i m u m of 
interference with the services that the carrier, landlord, 
custodian, or other person was providing to the person 
whose communication was to be intercepted. The applicant 
would be required to compensate the carrier, landlord, 
etc. at the prevailing rate for furnishing such facil it ies or 
technical assistance. 

Interception Order: Recording 
The contents of an intercepted communication w o u l d have 
to be recorded on tape or w i re or other comparable device 
in a way that would protect the recording f rom edit ing or 
other alterations. Immediately upon the expirat ion of the 
order or extension, all recordings would have to be made 
available to the issuing judge and sealed under his or her 
directions. The presence of the seal, or a satisfactory 
explanation for the absence of a seal, w o u l d be a 
prerequisite for the use or disclosure by a person giving 
testimony as to the contents of the communication or 5" 
evidence derived from it. 

Custody of the recordings wou ld be wherever the judge 52 
ordered. The recordings wou ld have to be retained for 10 ^ j 
years and could be destroyed only upon an order of the £, 
judge. Duplicate recordings could be made fo r use or Q, 
disclosure by an investigative or law enforcement officer i ! 
to another officer or for use by an officer in the proper "O 
performance of his or her duties (as discussed below). Jv 

m 
Notice to Named Persons to 
Within a reasonable t ime, but not later than 90 days after 
the f i l ing of an application that was denied or the 
termination of an order or extension, the judge wou ld have 
to cause service on the persons named in the application 
or o r d e r , a n d o the r p a r t i e s to the i n t e r c e p t e d 
commmunication as the judge determined w a s in the 
interest of justice, of notice of ail of the fo l lowing: 

© The fact of the entry of the application or order . 
• The date of the entry and the period of authorized, 

approved, or disapproved interception, or the denial of 
the appl icat ion. 

© T h e f a c t t h a t d u r i n g t h a t pe r i od w i r e or ora l 
communications were or were not intercepted. 

The serving of the inventory could be postponed for good 
cause. 

Upon the f i l ing of a motion by a person given notice, the 
judge could al low the person or his or her counsel to inspect 
the p o r t i o n s of the i n t e r c e p t e d c o m m u n i c a t i o n s , 
applications, and orders as the judge determined to be in 
the interest of justice. 

Disclosure 
The contents of an intercepted communication and any 
evidence derived from it could not be received in evidence 
in any t r ia l , hearing, or other proceeding in or before ony 
court, g rand jury, department, officer, agency, regulatory 
body, legislative committee, or other authority of the State 
or a polit ical subdivision of the State, if disclosure would 
violate the bi l l . 

An investigative or lew enforcement officer w h o , by any 
means authorized by the b i l l , hed obtained knowledge of 
the contents of a wire or oral communication or evidence 
derived f rom it could do the fol lowing: 
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• Disclose the contents of the communicat ion or the 
evidence to another investigative or law enforcement 
officer, or to an officer, agent, or official of a Federal 
law enforcement agency, to the extent that the disclosure 
was appropriate to the proper performance of the 
officers' official duties. 

• Use the contents of the communication or the evidence 
to the extent the use was appropriate to the proper 
performance of the officer's official duties. 

A person who received, by any authorized means, any 
information concerning an intercepted communication or 
evidence derived from it could disclose the contents of the 
communication or the evidence if giving testimony under 
oath or aff irmation in any proceeding held under the 
authority of the United States, this State, or a political 
subdivision of this State. 

If an officer, while engaged in authorized interception, 
intercepted a communication relating to an offense other 
than that specified in the interception order, the contents 
of the communication and derived evidence could be 
disclosed or used by the officer as provided above. The 
contents and evidence could be disclosed in testimony if 
au thor i zed or a p p r o v e d by a j udge of compe ten t 
jurisdiction, if the judge found on subsequent application 
that the contents were otherwise intercepted in compliance 
with the bi l l . The subsequent application would have to be 
made as soon as practicable after the interception. The 
bill specifies, however, that these provisions would not 
authorize the disclosure or use in any manner of the 
contents of, or evidence derived f rom, a wire or oral 
communication relating to the offense of sodomy or an 
offense that is punishable by imprisonment for four years 
or less or by only a f ine. 

A privileged communication intercepted in accordance with 
or in violation of the bill would not lose its privileged 
character. 

Admission in Evidence/Suppression/Appeal/Contempt 
The contents of an intercepted communication or evidence 
derived f rom it could not be received in evidence or 
o therw ise d isc losed in any t r i a l , h e a r i n g , or o ther 
proceeding in a court unless each party, not less than 10 
days before the proceeding, had been given a copy of the 
application and order. The 10-day period could be waived 
if the court found that it was not possible to furnish a party 
with the application and order within that period and that 
the party would not be prejudiced by the delay. 

An "aggr ieved person" ( i .e. , a person who was a party to 
any intercepted wire or oral communication or a person 
against whom the interception was directed) in a tr ia l , 
h e a r i n g , or o ther p r o c e e d i n g in or b e f o r e a cou r t , 
department, officer, agency, regulatory body, or other 
authority of the State or a political subdivision of the State, 
could move to suppress the contents of an intercepted 
communication on one or more of the fol lowing grounds: 

• The communication was unlawfully intercepted. 
• The order of authorization or approval was insufficient 

on its face. 
• The interception was not made in conformity with the 

order. 

A motion to suppress would have to be made before the 
proceeding unless there was not an opportunity to do so 
or the aggrieved person was not aware of the grounds of 
the motion before the proceeding. The person or his or her 
attorney could inspect a portion of the communication or 
evidence as the judge determined to be in the interests of 
justice. If the motion were granted, the communication or 
evidence would have "to be treated as having been 
obtained in violation of the bi l l . 

In addition to any other right to appeal , the prosecutor 
could appeal from an order granting a motion to suppress, 
or the denial of an application for an order, if the 
prosecutor certified to the judge or other official granting 
the motion or denying the application that the appeal was 
not taken for purposes of delay. The appeal would have 
to be taken within 30 days after the date the order granting 
the motion was entered or the application was denied, 
and would have to be diligently prosecuted. 

The judge who approved or denied an application for 
interception could punish as contempt a violation of the 
bill's provisions relating to recording the contents of an 
interception, and sealing applications and orders. 

Law Enforcement Training/Standards 
The Attorney General and the Director of the Department 
of State Police would be required to establish a course of 
training in the legal and technical aspects of wiretapping 
and electronic surveillance, to establish regulations for the 
training program, and to establish minimum standards for 
c e r t i f i c a t i o n a n d p e r i o d i c r e c e r t i f i c a t i o n of S ta te 
investigative officers or officers of a law enforcement 
agency who were eligible to conduct wiretapping or 
surveillance under the bil l . The State Police Director would 
have to charge each officer who enrolled in the training 
program a reasonable enrollment fee to offset the costs 
of training. 

Reporting Requirements 
Within 30 days after the expiration of an interception order, 
or the extension or denial of an order, the issuing or denying 
judge would have to report all of the following to the 
administrative office of the United States courts and to the 
State Court Administrator: 

• The fact that an order or extension was applied for. 
• The kind of order or extension appl ied for. 
• The fact that the order or extension was granted as 

appl ied for, was modif ied, or was denied. 
• The period of the interception authorized and the number 

and duration of any extensions. 
• The offense specified in the order, appl icat ion, or 

extension. 
• The identity of the officer and agency making the 

application and the authorizing prosecutor. 
• The nature of the facilities f rom which or the place where 

communications were to be intercepted. 

In January of each year, the Attorney General would have 
to report to the administrative office of the U.S. courts, to 
the State Cour t A d m i n i s t r a t o r , a n d to the Jud ic ia ry 
Committees of the Senate and House, all of the fol lowing 
regarding applications, orders, and interceptions: 

• The information described above with respect to each 
approved application for an order or extension made 
during the preceding year. 

© A g e n e r a l desc r i p t i on of the in te rcep t ions m a d e , 
including approximations of: the nature and frequency 
of incriminating communications intercepted; the nature 
and frequency of other intercepted communications; the 
number of persons whose commun ica t i ons w e r e 
intercepted; and the nature, amount, and cost of the 
manpower and other resources used in the interceptions. 

• The number of arrests resulting f rom interceptions and 
the offenses for which arrests were made. 

© The number of motions to suppress made with respect 
to the interceptions and the number granted or denied. 

© The n u m b e r o f c o n v i c t i o n s r e s u l t i n g f r o m the 
interceptions, the offenses for which the convictions were 
obtained, and a general assessment of the importance 
of the interceptions. 

All of that information regarding applications, orders, and 
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i n te rcep t ions w o u l d h a v e to r e p o r t e d to the A t t o r n e y 
G e n e r a l o n or b e f o r e J a n u a r y 10 o f e a c h y e a r by t h e 
p r i n c i p a l p rosecu t i ng a t t o rney of e a c h coun ty . 

A c o p y o f a j udge ' s r epo r t w o u l d h a v e to be sent to t h e 
Sta te A t t o r n e y G e n e r a l . O n or b e f o r e M a r c h 1 o f e a c h 
y e a r , t he A t t o r n e y G e n e r a l w o u l d h a v e to submi t t o t h e 
G o v e r n o r , Sec re ta ry o f t he Sena te , a n d Clerk o f the House 
a r e p o r t o f a l l i n te rcep t ions c o n d u c t e d unde r the b i l l a n d 
t e r m i n a t e d d u r i n g t he p r e c e d i n g c a l e n d a r yea r . 

C o m m o n Car r i e r R e p o r t i n g 
A n y o f f i ce r , e m p l o y e e , or a g e n t o f a c o m m u n i c a t i o n 
c o m m o n ca r r i e r w h o , w h e t h e r in t he course o f e m p l o y m e n t 
or o t h e r w i s e , l e a r n e d o f the ex is tence o f a n i n te r cep t i on 
d e v i c e , w o u l d be r e q u i r e d to r e p o r t t h a t f a c t t o t he 
p r i n c i p a l p rosecu t i ng a t t o r n e y o f t h e coun ty w h e r e t h e 
dev i ce w a s l o c a t e d . If t he p rosecu t i ng a t t o r n e y d e t e r m i n e d 
tha t t he p l a c e m e n t o f t he dev i ce w a s not a u t h o r i z e d b y 
cour t o r d e r , the p rosecu to r w o u l d i m m e d i a t e l y h a v e to 
i n f o r m the person w h o s e c o m m u n i c a t i o n w a s i n t e r c e p t e d 
o f the d e v i c e . 

The b i l l spec i f ies t h a t these prov is ions w o u l d not d i m i n i s h 
or excuse a n y o b l i g a t i o n o f the p r o s e c u t i n g a t t o rney , t he 
o f f i ce r , e m p l o y e e , or a g e n t o f t he c a r r i e r , or a n y o the r 
person to r e m o v e the dev i ce or to t a k e a n y o ther a c t i o n 
r e q u i r e d by l a w , r e g u l a t i o n , or po l i cy . 

Civi l Ac t ions 
Except as p r o v i d e d b e l o w , a pe rson w h o s e c o m m u n i c a t i o n 
w a s i n t e r c e p t e d , d i s c l o s e d , or used in v io la t ion of t he b i l l 
w o u l d have a civ i l c a u s e o f ac t i on a g a i n s t a n y person w h o 
i n t e r c e p t e d , d i s c l o s e d , u s e d , o r p r o c u r e d a n o t h e r t o 
i n t e r c e p t , d i s c l o s e , o r use t h e c o m m u n i c a t i o n o r i ts 
con ten ts . The pe rson w o u l d b e en t i t l ed to recover a l l o f t h e 
f o l l o w i n g : 

• A c t u a l d a m a g e s , b u t not less t h a n $ 1 , 0 0 0 a d a y f o r e a c h 
d a y o f a v i o l a t i o n . 

• Exemp la ry d a m a g e s , 
• Reasonab le a t t o r n e y fees a n d o the r r e a s o n a b l e l i t i ga t i on 

costs. 

A g o o d f a i t h r e l i ance on a cour t o r d e r or l eg is la t i ve 
a u t h o r i z a t i o n w o u l d b e a c o m p l e t e d e f e n s e to a n y c iv i l o r 
c r i m i n a l ac t i on b r o u g h t unde r the b i l l or any l a w . 

These prov is ions w o u l d not a p p l y t o t h e f o l l o w i n g : 

• A pe rson a c t i n g u n d e r co lor o f l a w w h o i n t e r c e p t e d a 
w i r e or o r a l c o m m u n i c a t i o n if the pe rson w e r e a p a r t y 
to the c o m m u n i c a t i o n or if o n e o f t he par t ies to t h e 
c o m m u n i c a t i o n h a d g i v e n p r i o r c o n s e n t t o t h e 
i n t e r cep t i on . 

• A pe rson not a c t i n g unde r co lo r o f l a w w h o i n t e r c e p t e d 
a c o m m u n i c a t i o n i f t he pe rson w e r e a p a r t y t o t h e 
c o m m u n i c a t i o n , u n l e s s t h e c o m m u n i c a t i o n w e r e 
i n t e r c e p t e d f o r t he p u r p o s e o f c o m m i t t i n g a n y c r i m i n a l 
or to r t ious a c t or a n y o ther in jur ious a c t . 

• A s w i t c h b o a r d o p e r a t o r or a n o f f i c e r , e m p l o y e e , or 
a g e n t o f a c o m m u n i c a t i o n c o m m o n c a r r i e r w h o s e 
f a c i l i t i e s w e r e u s e d in t h e t r a n s m i s s i o n o f a w i r e 
c o m m u n i c a t i o n w h o i n t e r c e p t e d a c o m m u n i c a t i o n o r 
d isc losed or used a n i n t e r c e p t e d c o m m u n i c a t i o n in t h e 
n o r m a l course o f e m p l o y m e n t if e n g a g e d in a n ac t i v i t y 
t h a t w a s necessary to r e n d e r i n g serv ice or p ro tec t i ng t he 
r igh ls or p r o p e r t y o f the ca r r i e r , unless the i n t e r cep t i on 
resu l ted f r o m t h e car r ie r ' s use o f serv ice obse rv i ng or 
r a n d o m m o n i t o r i n g f o r pu rposes o the r t h a n m e c h a n i c a l 
or serv ice q u a l i t y con t ro l checks . 

• A n o f f i c e r , e m p l o y e e , or a g e n t o f a c o m m u n i c a t i o n 
c o m m o n ca r r i e r w h o p r o v i d e d i n f o r m a t i o n , fac i l i t i es , o r 
t e c h n i c a l a s s i s t a n c e t o a n i n v e s t i g a t i v e o r l a w 
e n f o r c e m e n t o f f i c e r w h o w a s a u t h o r i z e d to i n te r cep t a 
c o m m u n i c a t i o n . 

Cons t ruc t i on 
The b i l l spec i f i es tha t if i t c o n t a i n s provisions i d e n t i c a l or 
s imi lar t o prov is ions o f t he F e d e r a l w i r e t a p p i n g l a w (18 
USC 2 5 1 0 e t seq . ) , the s ta te cour ts in c o n s t r u i n g t he bil l 
w o u l d h a v e to f o l l o w the cons t ruc t i on g iven to t h e Federa l 
prov is ions b y t he Uni ted S ta tes S u p r e m e Cour t o r t h e United 
States C o u r t o f A p p e a l s o f t h e Sixth Circuit . 

Repea l 
The b i l l w o u l d r epea l p rov is ions o f the M i c h i g a n P e n a l Code 
(MCL 7 5 0 . 5 3 9 a - 750.539 i ) t h a t d o the f o l l o w i n g : 

• M a k e it a m i s d e m e a n o r t o t respass on p r o p e r t y of 
a n o t h e r t o subject t h a t p e r s o n to e a v e s d r o p p i n g or 
su r ve i l l ance . 

© M a k e i t a m i s d e m e a n o r t o use any dev i ce w i l l f u l l y to 
e a v e s d r o p . 

© M a k e i t a f e l o n y to ins ta l l in a n y pr ivate p l a c e , w i thout 
t he c o n s e n t o f the person(s) en t i t l ed to p r i v a c y t h e r e , any 
dev i ce f o r o b s e r v i n g , p h o t o g r a p h i n g , or e a v e s d r o p p i n g 
u p o n t h e sounds or even ts in t ha t p lace , o r t o use any 
such u n a u t h o r i z e d i n s t a l l a t i o n . 

• M a k e i t a f e l ony to use o r d i v u l g e any i n f o r m a t i o n the 
pe rson k n o w s or r e a s o n a b l y shou ld know w a s ob ta i ned 
in v i o l a t i o n o f the p r e c e d i n g proh ib i t ions. 

• M a k e i t a f e l ony to m a n u f a c t u r e , possess, o r t r a n s f e r to 
a n o t h e r a n y dev ice d e s i g n e d or c o m m o n l y u s e d for 
e a v e s d r o p p i n g w i th t h e i n t e n t to use it u n l a w f u l l y for y* 
e a v e s d r o p p i n g , a n d k n o w i n g t h a t it is to b e so used . 

• C r e a t e except ions fo r p e a c e of f icers , c o m m u n i c a t i o n s ^ 
c o m m o n ca r r i e rs , a n d p u b l i c ut i l i t ies. —• 

® Prov ide c iv i l remed ies t o p a r t i e s to a c o n v e r s a t i o n upon o» 
w h i c h e a v e s d r o p p i n g is p r a c t i c e d cont ra ry t o t h e Act . w 
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BACKGROUND ~ 
Under M i c h i g a n case l a w , e a v e s d r o p p i n g is p e r m i t t e d only > 
unde r t w o c i r cums tances : | £ 

© W h e n a n ind iv idua l w h o is a par ty to a conve rsa t i on 
reco rds t h e conve rsa t i on . Su l l i van v Gray , 1 i 7 M i c h App 
472 (1982 ) 

© In a po l i ce s i tuat ion w h e n one of the p a r t i e s to a 
c o n v e r s a t i o n consents t o its r eco rd ing a n d a p r i o r search 
w a r r a n t has been o b t a i n e d . People v B e a v e r s , 3 9 3 Mich 
554 (1975) 

A l t h o u g h t h e r e is a M i c h i g a n s t a t u t e p e r t a i n i n g to 
e a v e s d r o p p i n g (MCL 7 5 0 . 5 3 9 a - 7 5 0 . 5 3 9 i , w h i c h t he bill 
w o u l d r e p e a l ) , t h a t l a w e s s e n t i a l l y c r i m i n a l i z e s 
e a v e s d r o p p i n g , w i t h c e r t a i n excep t i ons ; it d o e s n o t actual ly 
a u t h o r i z e w i r e t a p p i n g . 

FISCAL IMPACT 
The b i l l w o u l d have a n i n d e t e r m i n a t e f iscal i m p a c t o n State 
a n d l o c a l g o v e r n m e n t . Costs w o u l d depend or. t h e number 
o f cases t h a t invo lved e l ec t r on i c i n te rcep t i on a n d the 
resources u s e d . M i n i m a l a d m i n i s t r a t i v e costs w o u l d result 
due to t h e repo r t i ng r e q u i r e m e n t s . 

I nc reased revenue f r o m t h e d r u g fo r f e i t u re A c t is not 
d e t e r m i n a b l e . 

ARGUMENTS 
Supporting Argument 
E n a c t m e n t o f this bi l l is c r u c i a l if M i c h i g a n is g o i n g to 
c o m b a t t h e opera t ions o f m a j o r d rug d e a l e r s a n d their 
i n t e r m e d i a t e suppl iers , h a l t t h e d is t r ibut ion o f i l l e g a l drugs 
w i t h i n th is S ta te , a n d m a k e i t unp ro f i t ab le f o r pushers to 
t r a f f i c h e r e . Under p resen t l a w , the pol ice a r e power less 
to t a p e o r even to seek c o u r t au thor i za t ion t o t ape a 
c o n v e r s a t i o n w i thou t the c o n s e n t of a pa r t y . A l t h o u g h the 
State c a n c o o p e r a t e w i t h t h e FBI on b ig d r u g b u s t s , wi thout 
S ta te - leve l au thor i za t ion t o w i r e t a p local l a w e n f o r c e m e n t 
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cannot effectively investigate and prosecute mid-size 
intrastate drug deals. The king-pins of this illicit trade have 
insulated themselves from normal investigative techniques 
through a dist r ibut ion system that is d i f f i cu l t , if not 
imposs ib le , to t r ace w i t hou t the use of e lec t ron ic 
surveillance. Without wiretapping, the police are able to 
get at only the users and small-time street dealers. This 
bill would bring Michigan into the 20th century and give 
law enforcement the tool it needs to bring the drug 
merchants to justice. 

Supporting Argument 
The bill's protections should make it palatable even to civil 
l ibertarians. Not only would prior court authorization be 
required, but the standard for authorizing a wiretap would 
be much higher than the probable cause required for a 
search warrant: a judge would have to f ind that normal 
investigative procedures had been tried and had fa i led, 
or reasonab ly a p p e a r e d unl ike ly to succeed or too 
dangerous. Additional protections include the fol lowing: 

• The contents of any interception derived in violation of 
the bill could not be used as evidence in any proceeding. 

• A person who violated the bill could be convicted of a 
felony. 

• A violator also would be subject to civil penalties stiffer 
than those provided for under the Federal wiretap law. 

• A wiretap order or the extension of an order could not 
last longer than necessary or 30 days, whichever was 
shorter. 

© The authorizing judge could monitor an interception by 
requiring progress reports. 

Response: The value of judicial monitoring should not 
be overes t imated. It is w ide ly known among pol ice 
agencies that some judges are very lenient in such matters. 
With some experience and " judge-shopping", an order 
could be obtained for the surveillance of virtually anyone. 

Opposing Argument 
The bill represents a dangerous intrusion on the privacy 
rights of all citizens: the deliberate, secret, electronic 
invasion of homes and offices is injurious to the innocent 
and guilty alike. It threatens the privacy of anyone who 
happens to fall within the electronic earshot of the devices 
used, and , in rendering uncertain the privacy of some 
te lephones , it renders uncer ta in the p r i vacy of a l l . 
Electronic surveillance does not discriminate between the 
suspect and nonsuspect: it intercepts embarrassing yet not 
criminal information about people who are not involved in 
drug traff ic, and preserves that information for police files. 
Further, while the bill may be directed at drug offenses, 
any evidence of other crimes that surfaced could be used 
to prosecute addit ional charges, which would thereby 
extend the wiretap law into other areas. 

Response: Any extension of the law into other areas 
would be limited by the provision that the bill would not 
authorize such disclosure or use of evidence of sodomy 
offenses or offenses punishable by four or fewer years' 
imprisonment or by only a f ine. This provision should 
ensure, at least, that the bill was not used to gather 
evidence of sexual activities between consenting adults. 

Opposing Argument 
By allowing the introduction in evidence of the contents of 
intercepted communications, the bill would do far more 
than provide a tool for police investigation, and would 
compound an already egregious privacy violation. This 
infringement would not be assuaged by excluding evidence 
obtained in violation of the bil l , because any evidence 
obtained through wiretapping would violate an individual's 
right to privacy. 

Opposing Argument 
W i r e t a p p i n g is of d u b i o u s va lue in e f f e c t i v e l a w 
enforcement. Studies of other states' wiretap laws and their 
use indicate that wiretapping at the local level simply is 
not worth the money. If a case is big enough to justify the 
expense, Federal agents are already there, and local 
wiretapping would merely be a costly duplication of 
Federal efforts. For efficient law enforcement, local police 
should continue to coordinate their efforts with Federal 
agents. 

Response: It is precisely because of the inadequacy of 
working with Federal law enforcement that this bill is 
needed. The FBI does not have unlimited resources and 
cannot concentrate on any but the largest cases involving 
interstate operations. Once the drugs arrive here for 
intrastate distribution, the FBI is generally out of the picture 
and local law enforcement must be able to take over. 

Legislative Analyst: S. Margules 
Fiscal Analyst: B. Bowerman 

This analysis was prepared by nonpartisan Senate staff for use by 
the Senate in its deliberations and does not constitute an official 
statement of legislative intent. 
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