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ENROLLED HOUSE BILL No. 6447

AN ACT to amend 1961 PA 236, entitled “An act to revise and consolidate the statutes relating to the organization
and jurisdiction of the courts of this state; the powers and duties of such courts, and of the judges and other officers
thereof; the forms and attributes of civil claims and actions; the time within which civil actions and proceedings may be
brought in said courts; pleading, evidence, practice and procedure in civil and criminal actions and proceedings in said
courts; to provide remedies and penalties for the violation of certain provisions of this act; to repeal all acts and parts
of acts inconsistent with or contravening any of the provisions of this act; and to repeal acts and parts of acts,” by
amending sections 8001, 8003, 8005, and 8011 (MCL 600.8001, 600.8003, 600.8005, and 600.8011), as added by 2001 PA 262,
and by adding section 2962a.

The People of the State of Michigan enact:

Sec. 2962a. (1) As used in this section:

(a) “Telecommunications service” means that term as defined in section 219a of the Michigan penal code, 1931 PA 328,
MCL 750.219a.

(b) “Telecommunications service provider” means that term as defined in section 219a of the Michigan penal code,
1931 PA 328, MCL 750.219a.

(c) “Telecommunications system” means that term as defined in section 219a of the Michigan penal code, 1931 PA 328,
MCL 750.219a.

(d) “Unauthorized connection” means any physical, electrical, mechanical, acoustical, or other connection to a
telecommunications system, without the specific authority of the telecommunications service provider. An unauthorized
connection does not include any of the following:

(1) An internal connection made by a person within his or her residence for the purpose of receiving authorized
telecommunications service.

(#7) The physical connection of a cable or other device by a person located within his or her residence which was
initially placed there by the telecommunications service provider.

(#27) The physical connection of a cable or other device by a person located within his or her residence which the
person had reason to believe was an authorized connection.

(e) “Unauthorized receipt of telecommunications service” means the interception or receipt by any means of a
telecommunications service over a telecommunications system without the specific authorization of the telecommunications
service provider.

() “Unlawful telecommunications access device” means that term as defined in section 219a of the Michigan penal
code, 1931 PA 328, MCL 750.219a.

(2) A telecommunications service provider may bring an action to enjoin a person from the unauthorized receipt of
any telecommunications service, using an unlawful telecommunications access device, or the making of an unauthorized
connection, and may seek 1 or more of the following damages:

(a) Actual damages.

(b) Exemplary damages of not more than $1,000.00.
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(c) If the person’s acts were for direct or indirect commercial advantage or financial gain, exemplary damages of not
more than $50,000.00.

(d) Reasonable attorney fees and costs.

(3) A person injured by a violation of sections 219a, 540c, and 540g of the Michigan penal code, 1931 PA 328, MCL
750.219a, 750.540¢, and 750.540g, may bring a civil action in any court of competent jurisdiction. The court may do any
of the following:

(a) Grant preliminary and final injunctions to prevent or restrain the violations.

(b) At any time while an action is pending, order the impounding, on terms as the court considers reasonable, of any
telecommunications access device or unlawful telecommunications access device that is in the custody or control of the
alleged violator and that the court has reasonable cause to believe was involved in the alleged violation.

(¢) Award damages as provided under subdivision (f).

(d) In its discretion, award reasonable attorney fees and costs, including, but not limited to, costs for investigation,
testing, and expert witness fees.

(e) As part of a final judgment or decree finding a violation, order the modification or destruction of any
telecommunications access device or unlawful telecommunications access device involved in the violation.

(f) Award damages computed as 1 of the following upon the election of the complaining party at any time before final
judgment:

(2) The actual damages suffered by the complaining party as a result of the violation of this section and any profits
of the violator that are attributable to the violation and are not taken into account in computing the actual damages. In
determining the violator’s profits, the complaining party shall be required to prove only the violator’s gross revenue,
and the violator shall be required to prove any deductible expenses and the elements of profit attributable to factors
other than the violation.

(ir) Damages of between $250.00 to $10,000.00 for each telecommunications access device or unlawful
telecommunications access device involved in the action, with the amount of the damages to be determined by the court.
Where the court finds that the violation of this section was committed willfully and for commercial advantage or
financial gain, the court may increase the award of damages by an amount of not more than $50,000.00 for each
telecommunications access device or unlawful telecommunications access device involved in the action.

(4) It is not a necessary prerequisite to bring an action under this section that the telecommunications service
provider or other injured party has suffered actual damages or that the defendant has been convicted of any violations
of the Michigan penal code, 1931 PA 328, MCL 750.1 to 750.568.

(5) An action under this section is in addition to any other penalties or remedies provided by law.
(6) Each act prohibited by this section is a separate cause of action.

Sec. 8001. (1) The cyber court is created and is a court of record.
(2) The purpose of the cyber court is to do all of the following:
(a) Establish judicial structures that will help to strengthen and revitalize the economy of this state.

(b) Allow business or commercial disputes to be resolved with the expertise, technology, and efficiency required by
the information age economy.

(c) Assist the judiciary in responding to the rapid expansion of information technology in this state.

(d) Establish a technology-rich system to serve the needs of a judicial system operating in a global economy.
(e) Maintain the integrity of the judicial system while applying new technologies to judicial proceedings.

(f) Supplement other state programs designed to make the state attractive to technology-driven companies.
(g) Permit alternative dispute resolution mechanisms to benefit from the technology changes.

(h) Establish virtual courtroom facilities, and allow the conducting of court proceedings electronically and the
electronic filing of documents.

(3) The cyber court shall be located in 1 or more counties as determined by the supreme court. The cyber court shall
sit in facilities designed to allow all hearings and proceedings to be conducted by means of electronic communications,
including, but not limited to, video and audio conferencing and internet conferencing.

(4) The cyber court shall hold session and shall schedule hearings or other proceedings to accommodate parties or
witnesses who are located outside of this state. A cyber court facility is open to the public to the same extent as a circuit
court facility. When technologically feasible, and at the discretion of the judge, pursuant to the court rules, all
proceedings of the cyber court shall be broadcast on the internet.

(5) The cyber court shall maintain its staff and support services at the seat of government.

(6) The cyber court shall be funded from annual appropriations to the supreme court.
Sec. 8003. (1) The supreme court shall assign to the cyber court persons who have been elected to and served as

judges in this state and who have requested to be considered for that assignment. In making assignments to the cyber
court, the supreme court shall consider a person’s experience in presiding over commercial litigation and his or her
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experience and interest in the application of technology to the administration of justice. The supreme court shall
endeavor to reflect the ethnic and racial diversity of the state population and the statewide judicial bench when making
the assignments under this subsection.

(2) The total number of judges assigned to the cyber court shall reasonably reflect the caseload of the cyber court.
(3) The duration of a judge’s assignment to the cyber court shall be at least 3 years.

(4) The county clerk of the county in which the cyber court sits shall be the clerk for the cyber court. The cyber court
clerk shall deputize staff designated by the supreme court to receive all pleadings filed in the cyber court.

(5) The Michigan judicial institute shall provide appropriate training for judges who are assigned as judges of the
cyber court.

Sec. 8005. (1) The cyber court has concurrent jurisdiction over business or commercial disputes in which the amount
in controversy exceeds $25,000.00.

(2) An action that involves a business or commercial dispute may be maintained in the cyber court although it also
involves claims that are not business or commercial disputes.

(3) For purposes of this section:

(a) “Business enterprise” means a sole proprietorship, partnership, limited partnership, joint venture, limited
liability company, limited liability partnership, for-profit or not-for-profit corporation or professional corporation,
business trust, real estate investment trust, or any other entity in which a business may lawfully be conducted in the
jurisdiction in which the business is being conducted. Business enterprise does not include an ecclesiastical or religious
organization.

(b) “Business or commercial dispute” means any of the following actions:
(7) An action in which all of the parties are business enterprises.

(#) An action in which 1 or more of the parties is a business enterprise and the other parties are its or their present
or former owners, managers, shareholders, members, directors, officers, agents, employees, suppliers, customers, or
competitors, and the claims arise out of those relationships.

(717) An action in which 1 of the parties is a nonprofit organization, and the claims arise out of that party’s
organizational structure, governance, or finances.

(tv) An action involving the sale, merger, purchase, combination, dissolution, liquidation, organizational structure,
governance, or finances of a business enterprise.

(4) Business or commercial disputes include, but are not limited to, the following types of actions:
(a) Those involving information technology, software, or website development, maintenance, or hosting.

(b) Those involving the internal organization of business entities and the rights or obligations of shareholders,
partners, members, owners, officers, directors, or managers.

(c) Those arising out of contractual agreements or other business dealings, including licensing, trade secret,
noncompete, nonsolicitation, and confidentiality agreements.

(d) Those arising out of commercial transactions, including commercial bank transactions.
(e) Those arising out of business or commercial insurance policies.
(f) Those involving commercial real property.

(5) Notwithstanding subsections (3) and (4), business or commercial disputes expressly exclude the following types
of actions:

(a) Personal injury actions involving only physical injuries to 1 or more individuals, including wrongful death and
malpractice actions against any health care provider.

(b) Product liability actions in which any of the claimants are individuals.

(c) Matters within the jurisdiction of the family division of circuit court.

(d) Proceedings under the probate code of 1939, 1939 PA 288, MCL 710.21 to 712A.32.

(e) Proceedings under the estates and protected individuals code, 1998 PA 386, MCL 700.1101 to 700.8102.
(f) Criminal matters.

(g) Condemnation matters.

(h) Appeals from lower courts or any administrative agency.

(i) Proceedings to enforce judgments of any kind.

(j) Landlord-tenant matters involving only residential property.

Sec. 8011. (1) A defendant in an action commenced in the cyber court, a plaintiff against whom a counterclaim is filed
in that action, or any party added by motion of the original parties as a plaintiff, defendant, or third-party defendant,
may cause the entire case to be transferred to the circuit court in a county in which venue is proper by filing a notice
of transfer with the clerk of the cyber court within 28 days after the date on which the party was served with the
pleading that gives it the right to transfer.



(2) Within 14 days after the filing of an answer to a complaint or a motion by a defendant for summary disposition,
whichever is earlier, the judge to whom the case has been assigned shall make a determination, based solely upon the
complaint and answer or the motion, whether the case is primarily a business or commercial dispute. If the judge
determines that it is not, the court shall notify the plaintiff of that decision, and the plaintiff has 14 days after service
of the court’s notification to transfer the case to the circuit court in a county in which venue is proper. If the plaintiff
does not transfer the case to the circuit court, the judge of the cyber court shall do so. Subject to subsection (3), if the
judge determines that it is primarily a business or commercial dispute, the case shall proceed in cyber court.

(3) If, at the time of or after the filing of the defendant’s answer or motion for summary disposition, parties or claims
are added or deleted, the judge to whom the case is assigned, not later than 14 days after the answer or motion is filed,
shall again make a determination, based solely upon the pleadings as they then exist, whether the case is then primarily
a business or commercial dispute. If the judge determines that it is not, the court shall notify the plaintiff of that
decision, and the plaintiff has 14 days after service of the court’s notification to transfer the case to the circuit court in
a county in which venue is proper. If the plaintiff does not transfer the case to the circuit court, the judge of the cyber
court shall do so. If the judge determines that it is primarily a business or commercial dispute, the case shall proceed
in cyber court. However, if parties or claims are later added or deleted, the procedures in this subsection apply again.

(4) Any determination by a judge of the cyber court made under subsections (2) and (3) is final and may not be
reviewed or altered by the circuit court to which a case is transferred.

(5) If a defendant in an action commenced in cyber court, a plaintiff against whom a counterclaim is filed in such an
action, or any party added by motion of the original parties as a plaintiff, defendant, or third-party defendant transfers
the action to the circuit court as provided in subsection (1), or the judge determines under subsection (2) or (3) that the
case is not primarily a business or commercial dispute and the case is transferred to the circuit court, the clerk of the
cyber court shall forward to the circuit court, as a filing fee, a portion of the filing fee paid at the commencement of the
action in the cyber court that is equal to the filing fee otherwise required in the circuit court.
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